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Security Updates for 22nd April 2020     
 

Overview 

 

High      
Oracle 

 
jQuery 

•  Multiple Vulnerabilities  
 

•  Cross-Site Scripting    
Description / 

Impact 

 

   Oracle ·  Oracle has released a critical patch update containing a collection of patches 
to address several security vulnerabilities affected by multiple products.   
 

 ·  Affected Products: Multiple products 
 
 

 · Officially Acknowledged by the Vendor: Yes 

Additional 
Information 

Visit the links below and follow the instructions given by respective vendors according to your internal policies/ procedures. 
Oracle  

• https://www.oracle.com/security-alerts/cpuapr2020.html 

 
Intel • https://blog.jquery.com/2020/04/10/jquery-3-5-0-released/ 

 

Disclaimer The information provided herein is on "as is" basis, without warranty of any kind. 

 

          Advisory Alert         

Alert No: AAA20200422                         Date: 22-Apr-20 13:30 PM 

Classification The Alert : Public Circulation Permitted 

   jQuery  · jQuery has released latest update addressing a vulnerability in jQuery 
JavaScript Library.  Which an attacker could exploit this vulnerability to take 
control of an affected system.  
 

 · Affected Products: • Prior to jQuery 3.5.0 

 · Officially Acknowledged by the Vendor:  Yes 

          


